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Highlights

Duration

1 Hour

Prerequisites

Students taking this course should 
have a working knowledge of 
Windows operating systems, 
system administration, and network 
technologies. Basic understanding of 
computer security, command 
line syntax, malware/antimalware, 
virus/anti-virus, and web 
technologies is recommended.

How to Register

This course is available for purchase 
at https://training-catalog.trellix.com.

Introduction
This course provides an introduction to Trellix Endpoint Security 
(HX). Trellix Endpoint Security (HX) performs fast, targeted forensic 
investigations across thousands of endpoints. It prevents cyber-attacks 
on the endpoint, detects malware and other signs of compromise, and 
allows customers to respond to endpoint security incidents faster.

Learning Objectives
After completing this course, learners should be able to:

 � Describe the Endpoint Security (HX) solution.

 � Plan a product deployment in your customer’s environment.

Who Should Attend
This course is intended for system and network administrators, 
security personnel, auditors, and/or consultants concerned with 
system endpoint security.

Course Outline

1. Course Introduction

2. Product Overview

3. Planning a Deployment

4. Conclusion

Visit Trellix.com to learn more.
About Trellix
Trellix is a global company redefining the future of cybersecurity and soulful work with its industry-leading products built on the broadest 
AI-powered security platform, securing organizations from advanced threats and strengthening operational resilience. Along with an 
extensive partner ecosystem, Trellix accelerates technology innovation through artificial intelligence, automation, and analytics to empower 
over 53,000 customers with responsibly architected security solutions. More at https://trellix.com.
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