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TIME ‘ TOPICS

Tuesday, 24" October 2023

Registration & Welcome Reception

0500PM to O0830PM @ Registration opens
0730PM to 10:00 PM Welcome Reception & Barbecue

Wednesday, 25" October 2023
Registration
08:00 AM to 09:00 AM @ Registration open

Keynote Session'

0930 AM  to 0940 AM @ Welcome & Introduction
Fabien Rech, Senior Vice President EMEA

0940 AM to 1010 AM Trellix CEO Keynote
Bryan Palma, Chief Executive Officer

1010 AM to 10:40 AM Mind of a Trellix CISO
Harold Rivas, Chief Information Security Officer

1040 AM  to 1110 AM Unveiling the Shadows
John Fokker, Head of Threat Intelligence, Trellix Advanced Research Center &
Mo Cashman, Field CTO EMEA

1110 AM to 1125 AM Perspectives from a Trellix Security Alliance Partner
TBA

11:25 AM to 1150 AM Panel Discussion, moderated by Vibin Shaju
Bryan Palma, Harold Rivas, Fabien Rech, John Fokker

11:50 AM to 1200 PM Closing
Fabien Rech, Senior Vice President EMEA

Networking Lunch

12:00 PM to O30 PM ‘ Networking Lunch

Technical Breakouts & Roundtables '

01:30 PM to 03:30PM ‘ Technical Breakouts & Roundtables ?
0330PM to 04:10PM ‘ Coffee Break
04:15 PM to 0515 PM ‘ Technical Breakouts & Roundtables 2

Thursday, 26" October 2023

Technical Breakouts & Roundtables '

0900 AM to 1100 AM
OO0 AM  to T140 AM
145 AM to OT45PM

Technical Breakouts & Roundtables ?
Coffee Break

Technical Breakouts & Roundtables 2

Networking Lunch

01:45 PM to 03:00PM | Networking Lunch & End of Security Summit
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Technical Breakouts '

WEDNESDAY THURSDAY TOPICS
0130PM - 02:25PM 11:45 AM - 1240 PM Breakout 1:
04:15 PM - 0515 PM There is No Such Thing as a Safe Email and Collaboration

Over 90 % of cyberattacks begin with phishing and it only takes one click for an organizational level
breach. Email and collaboration platforms have become increasingly an area of concern for
cybersecurity professionals. We are seeing current email security solutions are not able to handle
advance phishing techniques and collaboration platforms usage are increasing with digitization moving
in a fast phase. In this session you will learn and watch how Treliix Collaboration Platform Security
provides advanced detections for content shared via collaboration platforms and emails before they

enter your environment.
01:30 PM - 02:25PM 09:00 AM - 0955 AM Breakout 2:
11:45 AM - 1240PM Elevating Network Security with NDR

It's time to take the investment we have made in the space of IPS/IDS, Network Monitoring/Packet
Capture to the next level. In this session you will learn and watch how your current network security
investment can be elevated by Trellix NDR. See how you can harness the cata available on your network
traffic through advanced behavioral techniques like machine learning and advanced analytics while
taking advantage of the response capabilities to remediate the threat of suspicious network traffic.

0130 PM - 02:25PM 10:05 AM - T1.00 AM Breakout 3:
04:15 PM - 0515 PM Before, During and After Ransomware

Despite continuous improvements in acvanced prevention anc EDR technologies, security teams still
struggle with managing the complexity of their attack surface, dealing with inefficient protection, alert
triage, and perhaps most troubling, reoccurring ransomware incidents. What does it mean to have
security capabilities before, during, and after attacks and how does it feed into a lifecycle? Recognizing
the importance of each phase can help security teams identify where they may have gaps in their
security strategy and where they should focus additional counter measures to reduce risk and cost
posed by attacks on endpoints is key. In this session we will go through these multiple phases and look
at the key capabilities neeced in your defenses to improve security posture and prevent ransomware
incidents from reoccurring.

0235PM - 0330PM 09:00 AM - 0955 AM Breakout 4:
1250 PM - 1345PM Elevating the SOC Analyst Experience With XDR

XDR is a top buzzword in the security industry. As per the Gartner estimation, by year-end 2028, XDR
will be used by up to 30% of end-user organizations to reduce the number of security vendors they
have in place, up from less than 5% today. Unlike SIEM products, XDR strives to satisfy only the incident
response use case across the security infrastructure. In this session you will learn about the four must
have controls for XDR and what should be your organizational ideal journey towards an XDR maturity.
Learn and see how Trellix Open XDR works in detecting, responding and remediating threats with

confidence.
0235 PM - 0330 PM 10:.05 AM - 11.00 AM Breakout 5:
1250 PM - 1345PM Trellix Threat Intelligence as a Service for Your Enterprise
Threat intelligence plays a crucial role in modern cybersecurity and risk management. In a constantly
evolving threat landscape, staying ahead of potential adversaries is paramount, and threat intelligence
is a key tool in achieving that goal. In this session you will learn about on-demand, prioritized threat
intelligence from Trellix. We will cig deeper into the key elements of this tailor-made threat campaign
intelligence. This session also provides a detail on how we track threat actors as well as campaigns,
techniques, and tools the attackers use and how this information can be leveraged by your
organization.
0235PM - 0330PM 09:00 AM - 0955 AM Breakout 6:
12:50 PM - 1345PM Protecting Your Crown Jewels

In today's data-driven landscape, safeguarding sensitive information is paramount. Join us as we
explore EMEA's latest data breach trends, their exorbitant costs, and the evolving threat vectors, from
ransomware to insider risks. With Artificial Intelligence (Al) adoption on the rise, organizations must
prioritize data privacy, adhere to regulations, and implement technical and organizational measures to
safeguard data throughout its lifecycle while harnessing the power of Al for various applications. In this
session you will learn more on the complete Data Protection platform from Trellix and why it is more
important than ever. See the evolution in tackling the data protection use cases in the age of Al while
leveraging its power.

041B5PM - OBI5PM 10.05 AM - T1.00 AM Breakout 7:
Why MFA on a Mobile Device - is NOT the Silver Bullet in a Zero Trust
architecture .. without VISIBILITY!

Join Zimperium and Trellix for a hacking demo and discussion filled with use cases and examples, as to
how and why you need visibility on your mobile device to:

- safeguard your users from giving up their credentials (including MFA)

- examine the mobile device posture before allowing access

- vet your own- and third-party mobile apps before releasing them.

- - - 145 AM - 1240 PM Breakout 8:
Centralize Your Security Data with Amazon Security Lake

In this breakout you will learn how AWS Security Lake automatically centralizes security data from AWS
environments, SaaS providers, on premises, cloud sources, and third-party sources into a purpose-built
data lake that's stored in your AWS account. You will also see how Trellix and Amazon Web Services
(AWS) have come together to expand security capabilities on the cloud and uncover cloud-specific
threats.
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Roundtables '

WEDNESDAY THURSDAY TOPICS

01:30 PM - 0225PM - - - Roundtable 1.

Compliance & Cybersecurity Regulations

One of the top topics in EMEA and key for organizations is to protect privacy, sensitive data and
maintain customer trust. Listen to Trellix compliance experts and share your thoughts in this roundtable
to review and discuss the top regulations and its impacts on the business.

0235 PM - 03:30PM 1250PM - OT45PM Roundtable 2:

Ransomware Tabletop

A discussion-based exercise where personnel with roles and responsibilities in a particular IT plan meet
in a classroom setting or in breakout groups to validate the content of the plan by discussing their roles
during an emergency and their responses to a ransomware situation. A facilitator initiates the
discussion by presenting a scenario and asking questions based on the scenario.

0415PM - ObI5PM 10:05 AM T:00 AM Roundtable 3:
Cybersecurity in the Age of Al

Alis an all-time hype, and it brings ot of opportunities and challenges to Cybersecurity. This roundtable
provides a platform for experts on this topic to share their experiences and insights. You will also learn
how Trellix leverages Al and ML to its engineering process.

- - - 09:00 AM 09:65 AM Roundtable 4:

Trellix & AWS: Security and Visibility in Public Cloud

Roundtable to discuss the challenges and opportunities public cloud brings in providing superior
security and visibility.

- - - 145 AM 12:40 AM Roundtable 5:

Pillars & Goals of Zero Trust

Zero Trust is becoming more and more prevalent to tackle today's cyberthreat landscape. This
breakout reviews the pillars and goals of ZT adoption and looks into why ZT should be customized to
every organizational need for its successful implementation.

1 Subject to changes within the agenda.

2 Most of our technical breakouts will be repeated up to 3 times and our Roundtables up to 2 times to give you the
opportunity to cover as many topics as possible during your attendance.
After confirmed registration, you will receive a separate email containing a form for compiling your personal agenda.
Please make sure that you complete this by no later than 18t August 2023.
Every session is limited to 30 seats for each timeslot. Seats per session will be allocated on a first come, first served
basis. If a session is already fully booked, we will inform you accordingly so that you can make adjustments to your
personal agenda.



